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Juniper Secure Access VPN SSL Certificate Installation Procedure:

Copy and paste the Server Certificate (including the BEGIN and END tags) into a text
editor such as Notepad and save it on your Local Computer.

In the admin console,
choose System > Configuration > Certificates > Device Certificates.

Under Certificate Signing Requests, click the Pending CSR link that corresponds to the
signed certificate from Entrust.

Configuration
Natvork
Clustaring
Witus Systems
1F-MAZ Fodaration -
Specify the Device Certificate(s). If you don't have a certificate yet, you can create a CSR and mport the resulting signed |
custom [ntermediata Device CAs,
Sigrang Tn .
Endpoien Security -
AT [ Import Cenificate & Key | [ Delete.., |
0 Certificate issued to 1ssuad by Vaid Dates
Bl junper. entryst. com Entrust Cartification Authonty = LI1E Jun 10 19:13:38 2010 GMT to Jun 10

19:43:37 2011 GMT

ple J| [Newcsr.__| [(Delte. |

£ cCertificate Signing Requests Created
Pendmng CSR|for junper2.entrust.com 6/22/2010 16:18:02




NR

WWW.jnrmr.com

Under Import signed certificate, browse to the certificate file and then click Import.

-===-BEGIN CERTIFICATE REQUEST-----
RIICE)CCAAICAQARGAQKC A BENVEAY TAKNENRAVDGYOVOQIEVAPEnRhcmIviGBY 0
DQYDVOQHEVZPAHRLAZEXGTAXBQNVB ASTEEN1C3RVDEVY IFNLonZp Y2 UFTATBQNV
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5. You should see a message confirming that the certificate has been imported
successfully. The Server Certificate should appear in the list of Device Certificates.
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Steps To Import the Intermediate Certificate onto The SSL VPN Device:

1. Login to the admin console
2. Go to: System > Configuration > Certificates > Device Certificates
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3. Click Intermediate Device CAs.
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Click Import CA Certificate and import the Intermediate certificate
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The following intermediate certificate authorities are used with Device Certificates.
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